
 

 

 

 

 

Kyndryl Transparency Report 
 

Covered Period: July 2024 – December 2024 

Introduction 
Every six months, Kyndryl provides information regarding law enforcement requests we have 

received from government authorities during the Covered Period. 

Our Policies and Process 

Trust is foundational to all we do at Kyndryl, and we are committed to protecting the privacy 

and confidentiality of our customer’s data in all jurisdictions where Kyndryl and our customers 

do business. We are a technology infrastructure provider; the data that we manage for our 

customers is generally not the target of government requests. To help our customers 

understand how our privacy protections extend to government requests for their data, we want 

our customers to know that: 

 
• Kyndryl will never provide a customer’s data to any government unless we are legally 

required to do so, and if we are required, we will only provide the minimum information 

that is mandated by law. 

• Kyndryl maintains that requests by governments for customer data should be made to 

the customer rather than Kyndryl, and we will advocate that any government request 

we receive for customer data be redirected to the customer. We will notify the 

customer of any such requests, unless prohibited by law, and we will challenge any 

prohibition against notifying the customer. 

• If a government seeks customer data from Kyndryl, we will review the request to 

determine whether it satisfies applicable laws, and we will challenge through available 
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judicial or other means all requests that are not in accordance with those laws, or which 

are unclear or overly broad. 

• Kyndryl entities are individual companies incorporated in the country where they 

operate. Their duty to uphold data privacy protections and adhere to local law is not 

affected by these entities’ corporate relationships. 

 
 

Types of Information Requested 
Kyndryl requires a valid legal demand, such as a subpoena, court order, or warrant before we 

will consider disclosing any information to law enforcement. 

Customer Contact Information – includes minimal contact information such as name, email, 

business address and telephone required to enable the requestor to contact Kyndryl customer 

directly. 

Customer Data – includes data and information that customer provides or authorizes access to 

Kyndryl for processing, storing, or hosting for the performance of Kyndryl’s services. 
 

Requesting 
Country/Region 

Customer 
Contact 
Information 
requests 

Customer Data 
requests 

Customer 
Contact 
Information 
requests 
fulfilled 

Customer Data 
requests 
fulfilled 

TOTAL 0 0 0 0 
 
Note - Report updated as of 13th January 2025 
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